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Wi-Fi

Wi-Fi (pronounced /waɪfaɪ/) is a trademark of the Wi-Fi Alliance that may be used with certified products that belong to a class ofwireless local area network (WLAN) devices based on the IEEE 802.11 standards. Because of the close relationship with its underlying standard, the term Wi-Fi is often used as a synonymfor IEEE 802.11 technology.[1][2] The Wi-Fi Alliance is a global, non-profit association of companies that promotes WLAN technology and certifies products if they conformto certain standards of interoperability. Not every IEEE 802.11-compliant device is submitted for certification to the Wi-FiAlliance, sometimes because of costs associated with the certification process and the lack of the Wi-Fi logo does not imply a device is incompatible with Wi-Fi devices. Today, an IEEE 802.11 device is installed in many personal computers, video game consoles, smartphones, printers, and other peripherals, and virtually all laptop or palm-sized computers.
Uses

Internet access

A Wi - Fi enabled device such as a personal computer, video game console, mobile phone, MP3 player or personal digital assistant can connect to the Internet when within range of a wireless network connected to the Internet. The coverage of one or more interconnected access points — called a hotspot — can comprise an area as small as a few rooms or as large as many square miles covered by a group of access points with overlapping coverage. Wi-Fi technology has been used in wireless mesh networks, for example, in London.[3] In addition to private use in homes and offices, Wi-Fi can provide public access at Wi-Fi hotspots provided either free of charge or to subscribers to various commercial services. Organizations and businesses such as airports, hotels and restaurants often provide free hotspots to attract or assist clients. Enthusiasts or authorities who wish to provide services or even to promote business in selected areas sometimes provide free Wi-Fi access. As of 2008 there are more than 300 metropolitan-wide Wi-Fi (Muni-Fi) projects in progress.[4] There were 879 Wi-Fi based Wireless Internet service providers in the Czech Republic as ofMay 2008.[5][6] Routers which incorporate a digital subscriber line modemor a cable modemand a Wi-Fi access point, often set up in homes and other premises, provide Internet-access and internetworking to all devices connected (wirelessly or by cable) to them. One can also connect Wi-Fi devices in ad hoc mode for client-to-client connections without a router. Wi-Fi also enables places which would traditionally not have network to be connected, for example bathrooms, kitchens and garden sheds.
AirportWi-Fi

In September of 2003, Pittsburgh International Airport became the first airport to allow and offer free Wi-Fi throughout its terminal. [7] It is now commonplace.
City-wide Wi-Fi

Further information:Municipalwireless network In the early 2000s, many cities around the world announced plans for a city wide Wi-Fi network. This proved to be much more difficult than their promoters initially envisioned with the result that most of these projects were either canceled or placed on indefinite hold. A few were successful, for example in 2005, Sunnyvale, California became the first city in the United States to offer city wide free Wi-Fi.[8] Few of the MunicipalWi-Fi firms have now entered into the field of Smart grid networks.[9]
Campus-wide Wi-Fi

The first Wi-Fi network in the world was actually a campus based network. Pittsburgh's Carnegie Mellon University went live with the first-ever Wi-Fi network in 1994.[10]
Direct computer-to-computer communications

Wi-Fi also allows communications directly fromone computer to another without the involvement of an access point. This is called the ad-hoc mode ofWi-Fi transmission. This wireless ad-hoc network mode has proven popular with multiplayer handheld game consoles, such as the Nintendo DS, digital cameras, and other consumer electronics devices. A similar method is a new specification called Wi-Fi Direct which is promoted by the Wi-Fi Alliance for file transfers and media sharing through a new discovery and security methodology.[11]
Future directions

As of 2009 Wi-Fi technology had spread widely within business and industrial sites. In business environments, just

like other environments, increasing the number ofWi-Fi access-points provides redundancy, support for fast roaming and increased overall network-capacity by using more channels or by defining smaller cells. Wi-Fi enables wireless voice-applications (VoWLAN orWVOIP). Over the years, Wi-Fi implementations have moved toward "thin" access-points, with more of the network intelligence housed in a centralized network appliance, relegating individual access-points to the role of mere "dumb" radios. Outdoor applications may utilize true mesh topologies.
As of 2007 Wi-Fi installations can provide a secure computer networking gateway, firewall, DHCP server, intrusion detection system, and other functions.
History

Wi-Fi uses both single-carrier direct-sequence spread spectrumradio technology (part of the larger family of spread spectrumsystems) and multi-carrier orthogonal frequency-division multiplexing (OFDM) radio technology.
The deregulation of certain radio-frequencies for unlicensed spread spectrumdeployment enabled the development ofWi-Fi products, its onetime competitor HomeRF, Bluetooth, and many other products such as some types of cordless telephones.
Unlicensed spread spectrumwas first made available in the US by the FCC in rules adopted onMay 9, 1985 and these FCC regulations were later copied with some changes in many other countries enabling use of this technology in all major countries. The FCC action was proposed byMichaelMarcus of the FCC staff in 1980 and the subsequent regulatory action took 5 more years. It was part of a broader proposal to allow civil use of spread spectrumtechnology and was opposed at the time by mainstreamequipment manufacturers and many radio system operators.[13]
The precursor to Wi-Fiwas invented in 1991 by NCR Corporation/AT&T (later Lucent Technologies & Agere Systems) in Nieuwegein, the Netherlands.
It was initially intended for cashier systems; the first wireless products were brought on the market under the name WaveLAN with speeds of 1 Mbit/s to 2 Mbit/s. Vic Hayes, who held the chair of IEEE 802.11 for 10 years and has been named the "father of Wi-Fi," was involved in designing standards such as IEEE 802.11b, and 802.11a. Key portions of the IEEE 802.11 technology underlying Wi-Fi (in its a, g, and n varieties) were determined to be infringing on U.S. Patent 5,487,069 (http://www.google.com/patents?vid=5487069) , which was filed in 1993[14] by CSIRO, an Australian research body. The patent has been the subject of protracted and ongoing legal battles between CSIRO and major IT corporations. In 2009, the CSIRO settled with 14 companies, including Hewlett- Packard, Intel, Dell, Toshiba, ASUS, Microsoft and Nintendo, under confidential terms. The revenue arising from these settlements to October 2009 is approximately AU$200 million. [15][16][17][18][19][20] Europe leads overall in uptake ofwireless-phone technology but the US leads in Wi-Fi systems partly because they lead in laptop usage. As of July 2005, there were at least 68,643 Wi-Fi locations worldwide, a majority in the US, then the UK and Germany. The US and Western Europe make up about 80% of the worldwide Wi-Fi users. Plans are underway in areas of the US to provide public Wi-Fi coverage as a public free service. Even with these large numbers and more expansion, the extent of actualWi-Fi usage is lower than expected. Jupiter Research found that only 15% of people have used Wi-Fi and only 6% in a public place.[21]
Wi-Fi certification

Wi-Fi technology is based on IEEE 802.11 standards. The IEEE develops and publishes these standards, but does not test equipment for compliance with them. The non-profit Wi-FiAlliance was formed in 1999 to fill this void — to establish and enforce standards for interoperability and backward compatibility, and to promote wireless local area network technology. Today the Wi-Fi Alliance consists of more than 300 companies fromaround the world.[22][23] Manufacturers with membership in the Wi-Fi Alliance, whose products pass the certification process, are permitted to mark those products with the Wi-Fi logo.
Specifically, the certification process requires conformance to the IEEE 802.11 radio standards, the WPA and WPA2 security standards, and the EAP authentication standard. Certification may optionally include tests of IEEE 802.11 draft standards, interaction with cellular phone technology in converged devices, and features relating to security set-up, multimedia, and power saving.[24]
The Wi-Fi name

The term Wi-Fi suggests Wireless Fidelity, compared with the long-established audio equipment certification term High Fidelity or Hi-Fi. Wireless Fidelity has often been used, even by the Wi-Fi Alliance itself in its press releases[25][26] and documents[27][28], the termmay also be found in a white paper on Wi-Fi fromITAA[29].
However, based on PhilBelanger's[30] statement, there has been a dispute whether the term Wi-Fiwas supposed to mean anything at all[31][32].
The term Wi-Fi, first used commercially in August 1999,[33] was coined by a brand consulting firmcalled Interbrand Corporation that had been hired by the Alliance to determine a name that was "a little catchier than 'IEEE 802.11b Direct Sequence'."[34][31][32] Mr Belanger also said, Interbrand invented Wi-Fi as a play on words with Hi-Fi, and also created the yin yang-style Wi-Fi logo. The term Wireless Fidelity was used later as an explanation what Wi-Fimeans.
The Wi-Fi Alliance initially used an advertising slogan for Wi-Fi "The Standard forWireless Fidelity"[31], but later removed the phrase fromtheir marketing. Despite this, some documents fromthe Alliance dated 2003 and 2004 still contain the term Wireless Fidelity[27][28]. There was also no official statement for dropping the term.
The yin yang logo indicates that a product had been certified for interoperability[27].
Advantages and challenges

Operational advantages

Wi-Fi allows local area networks (LANs) to be deployed without wires for client devices, typically reducing the costs of network deployment and expansion. Spaces where cables cannot be run, such as outdoor areas and historical buildings, can host wireless LANs.
Wireless network adapters are now built into most laptops. The price of chipsets forWi-Fi continues to drop, making it an economical networking option included in even more devices. Wi-Fi has become widespread in corporate infrastructures.
Different competitive brands of access points and client network interfaces are inter-operable at a basic level of service. Products designated as "Wi-Fi Certified" by the Wi-FiAlliance are backwards compatible. Wi-Fi is a global set of standards. Unlike mobile phones, any standard Wi-Fi device willwork anywhere in the world.
Wi-Fi is widely available in more than 220,000 public hotspots and tens of millions of homes and corporate and university campuses worldwide.[35] The current version of Wi-Fi Protected Access encryption (WPA2) is considered secure, provided a strong passphrase is used. New protocols for Quality of Service (WMM) make Wi-Fimore suitable for latency-sensitive applications (such as voice and video), and power saving mechanisms (WMM Power Save) improve battery operation.
Limitations

Spectrumassignments and operational limitations are not consistent worldwide. Most of Europe allows for an additional 2 channels beyond those permitted in the U.S. for the 2.4 GHz band. (1–13 vs. 1–11); Japan has one more on top of that (1–14). Europe, as of 2007, was essentially homogeneous in this respect. A very confusing aspect is the fact that a Wi-Fi signal actually occupies five channels in the 2.4 GHz band resulting in only three nonoverlapped channels in the U.S.: 1, 6, 11, and three or four in Europe: 1, 5, 9, 13 can be used if all the equipment on a specific area can be guaranteed not to use 802.11b at all, even as fallback or beacon. Equivalent isotropically radiated power (EIRP) in the EU is limited to 20 dBm(100 mW).
Reach

See also: Long-range Wi-Fi

Wi-Fi networks have limited range. A typicalwireless router using 802.11b or 802.11g with a stock antenna might have a range of 32 m(120 ft) indoors and 95 m(300 ft) outdoors. The new IEEE 802.11n however, can exceed that range by more than double. Range also varies with frequency band. Wi-Fi in the 2.4 GHz frequency block has slightly better range than Wi-Fi in the 5 GHz frequency block. Outdoor range with improved (directional) antennas can be several kilometres or more with line-of-sight. In general, the maximumamount of power that a Wi-Fi device can transmit is limited by local regulations, such as FCC Part 15[36] in USA.
Wi-Fi performance decreases roughly quadratically as distance increases at constant radiation levels.
Due to reach requirements for wireless LAN applications, power consumption is fairly high compared to some other standards. Technologies such as Bluetooth, which are designed to support wireless PAN applications, provide a much shorter propagation range of <10m(ref. e.g. IEEE Std. 802.15.4 section 1.2 scope) and so in general have a lower power consumption. Other low-power technologies such as ZigBee have fairly long range, but much lower data rate. The high power consumption of Wi-Fimakes battery life a concern for mobile devices.
A number of "no new wires" technologies have been developed to provide alternatives to Wi-Fi for applications in which Wi-Fi's indoor range is not adequate and where installing new wires (such as CAT-5) is not possible or costeffective.
One example is the ITU-T G.hn standard for high speed Local area networks using existing home wiring (coaxial cables, phone lines and power lines). Although G.hn does not provide some of the advantages ofWi-Fi (such as mobility or outdoor use), it's designed for applications (such as IPTV distribution) where indoor range is more important than mobility.
Due to the complex nature of radio propagation at typical Wi-Fi frequencies, particularly the effects of signal reflection off trees and buildings, Wi-Fi signal strength can only be predicted generally for any given area in relation to a transmitter. [37] This effect does not apply equally to long-range Wi-Fi, since longer links typically operate from towers that broadcast above the surrounding foliage.
Mobility

Because of the very limited practical range of Wi-Fi, mobile use is essentially confined to such applications as inventory taking machines in warehouses or retail spaces, barcode reading devices at check-out stands or receiving / shipping stations. Mobile use of Wi-Fi over wider ranges is limited to move, use, as for instance in an automobile moving fromone hotspot to another (known as Wardriving). Other wireless technologies are more suitable as illustrated in the graphic.
Data security risks

The most common wireless encryption standard, Wired Equivalent Privacy or WEP, has been shown to be easily breakable even when correctly configured. Wi-Fi Protected Access (WPA and WPA2) encryption, which became available in devices in 2003, aimed to solve this problem. Wi-Fi access points typically default to an encryption-free (open) mode. Novice users benefit froma zeroconfiguration device that works out of the box, but this default is without any wireless security enabled, providing open wireless access to their LAN. To turn security on requires the user to configure the device, usually via a software graphical user interface (GUI). Wi-Fi networks that are unencrypted can be monitored and data (including personal information) may be recorded, but may be protected by other means, such as a virtual private network or by secure Hypertext Transfer Protocol (HTTPS) and Transport Layer Security.
Population

Many 2.4 GHz 802.11b and 802.11g access points default to the same channel on initial startup, contributing to congestion on certain channels. To change the channel of operation for an access point requires the user to configure the device.
Channel pollution

For more details on this topic, see Electromagnetic interference at 2.4 GHz.
Standardization is a process driven by market forces. Interoperability issues between non-Wi-Fi brands or proprietary deviations fromthe standard can still disrupt connections or lower throughput speeds on all user's devices that are within range, to include the non-Wi-Fi or proprietary product. Moreover, the usage of the ISM band in the 2.45 GHz range is also common to Bluetooth, WPAN-CSS, ZigBee and any new systemwill take its share.
Wi-Fi pollution, or an excessive number of access points in the area, especially on the same or neighboring channel, can prevent access and interfere with the use of other access points by others, caused by overlapping channels in the 802.11g/b spectrum, as well as with decreased signal-to-noise ratio (SNR) between access points. This can be a problemin high-density areas, such as large apartment complexes or office buildings with many Wi-Fi access points. Additionally, other devices use the 2.4 GHz band:microwave ovens, security cameras, ZigBee devices, Bluetooth devices and (in some countries) Amateur radio, video senders, cordless phones and baby monitors, all of which can cause significant additional interference. It is also an issue when municipalities,[38] or other large entities such as universities, seek to provide large area coverage. This openness is also important to the success and widespread use of 2.4 GHzWi-Fi .
 Hardware Standard devices
A wireless access point (WAP) connects a group of wireless devices to an adjacent wired LAN. An access point is similar to a network hub, relaying data between connected wireless devices in addition to a (usually) single connected wired device, most often an ethernet hub or switch, allowing wireless devices to communicate with other wired devices.
Wireless adapters allow devices to connect to a wireless network.
These adapters connect to devices using various external or internal interconnects such as PCI, miniPCI, USB, ExpressCard, Cardbus and PC Card. Most newer laptop computers are equipped with internal adapters. Internal cards are generally more difficult to install.
Wireless routers integrate a Wireless Access Point, ethernet switch, and internalRouter firmware application that provides IP Routing, NAT, and DNS forwarding through an integrated WAN interface. A wireless router allows wired and wireless ethernet LAN devices to connect to a (usually) single WAN device such as cable modemor DSL modem. A wireless router allows all three devices (mainly the access point and router) to be configured through one central utility. This utility is most usually an integrated web server which serves web pages to wired and wireless LAN clients and often optionally to WAN clients. This utility may also be an application that is run on a desktop computer such as Apple's AirPort.
Wireless network bridges connect a wired network to a wireless network. This is different froman access point in the sense that an access point connects wireless devices to a wired network at the data link layer. Two wireless bridges may be used to connect two wired networks over a wireless link, useful in situations where a wired connection may be unavailable, such as between two separate homes. Wireless range extenders or wireless repeaters can extend the range of an existing wireless network. Range extenders can be strategically placed to elongate a signal area or allow for the signal area to reach around barriers such as those created in L-shaped corridors. Wireless devices connected through repeaters will suffer froman increased latency for each hop. Additionally, a wireless device connected to any of the repeaters in the chain will have a throughput that is limited by the weakest link between the two nodes in the chain fromwhich the connection originates to where the connection ends.
Distance records

Distance records (using non-standard devices) include 382 km(237 mi) in June 2007, held by Ermanno Pietrosemoli and EsLaRed ofVenezuela, transferring about 3 MB of data between mountain tops of ElAguila and Platillon.[39][40] The Swedish Space Agency transferred data 310 km(193 mi), using 6 watt amplifiers to reach an overhead stratospheric balloon.[41]
Embedded systems

Wi-Fi availability in the home is on the increase.[42] This extension of the Internet into the home space will increasingly be used for remote monitoring.
Examples of remote monitoring include security systems and tele-medicine. In all these kinds of implementation, if the Wi-Fi provision is provided using a system running one of operating systems mentioned above, then it becomes unfeasible due to weight, power consumption and cost issues.
Increasingly in the last few years (particularly as of early 2007), embedded Wi-Fimodules have become available which come with a real-time operating systemand provide a simple means of wireless enabling any device which has and communicates via a serial port.[43] This allows simple monitoring devices –for example, a portable ECG monitor hooked up to a patient in their home – to module be created. This Wi-Fi enabled device effectively becomes part of the Internet cloud and can communicate with any other node on the Internet. The data collected can hop via the home'sWi-Fi access point to anywhere on the Internet. [44]
These Wi-Fi modules are designed so that designers need minimalWi-Fi knowledge to wireless-enable their products.
Network security

The main issue with wireless network security is its simplified access to the network compared to traditionalwired networks such as ethernet. With wired networking it is necessary to either gain access to a building, physically connecting into the internal network, or break through an external firewall. Most business networks protect sensitive data and systems by attempting to disallow external access. Thus being able to get wireless reception provides an attack vector, if encryption is not used or can be defeated.[45]
Attackers who have gained access to a Wi-Fi network can use DNS spoofing attacks very effectively against any other user of the network, because they can see the DNS requests made, and often respond with a spoofed answer before the queried DNS server has a chance to reply.[46]
Securing methods

A common but unproductive measure to deter unauthorized users is to suppress the AP's SSID broadcast, "hiding" it. This is ineffective as a security method because the SSID is broadcast in the clear in response to a client SSID query. Another unproductive method is to only allow computers with knownMAC addresses to join the network.
The fault with this method is MAC addresses can often, but not always, be set by a user (spoofed) with minimal effort. If the eavesdropper has the ability to change his MAC address, then they may join the network by spoofing an authorized address.
Wired Equivalent Privacy (WEP) encryption was designed to protect against casual snooping, but is now considered completely broken. Tools such as AirSnort or Aircrack-ng can quickly recover WEP encryption keys.
Once it has seen 5-10 million encrypted packets, AirSnort can determine the encryption password in under a second;[47] newer tools such as aircrack-ptw can use Klein's attack to crack a WEP key with a 50% success rate using only 40,000 packets.
To counteract this in 2002, the Wi-FiAlliance blessed Wi-Fi Protected Access (WPA) which uses TKIP as a stopgap solution for legacy equipment. Though more secure thanWEP, it has outlived its designed lifetime, has known attack vectors and is no longer recommended.
In 2004, the full IEEE 802.11i (WPA2) encryption standards were released. If used with a 802.1X server or in pre-shared key mode with a strong and uncommon passphrase WPA2 is still considered secure, as of 2009.
Piggybacking

Main article: Piggybacking (internet access)
During the early popular adoption of 802.11, providing open access points for anyone within range to use was encouraged to cultivate wireless community networks;[48] particularly since people on average use only a fraction of their downstreambandwidth at any given time.
Recreational logging and mapping of other people's access points has become known as wardriving. It is also common for people to use open (unencrypted) Wi-Fi networks as a free service, termed piggybacking. Indeed, many access points are intentionally installed without security turned on so that they can be used as a free service.
Providing access to one's Internet connection in this fashion may be contrary to the Terms of Service or contract with the ISP. These activities do not result in sanctions in most jurisdictions, however legislation and case law differ considerably across the world. A proposal to leave graffiti describing available services was called warchalking. In a Florida court case, owner laziness was determined not to be a valid excuse. [49]
Piggybacking is often unintentional. Most access points are configured without encryption by default, and operating systems such as Windows XP SP2, Mac OS X or Ubuntu Linux may be configured to automatically connect to any available wireless network. A user who happens to start up a laptop in the vicinity of an access point may find the computer has joined the network without any visible indication. Moreover, a user intending to join one network may instead end up on another one if the latter's signal is stronger. In combination with automatic discovery of other network resources (see DHCP and Zeroconf) this could possibly lead wireless users to send sensitive data to the wrong middle man when seeking a destination (see Man-in-the-middle attack). For example, a user could inadvertently use an insecure network to login to a website, thereby making the login credentials available to anyone listening, if the website is using an insecure protocol like HTTP.
Fiber to the x

A schematic illustrating how FTTx architectures vary — with regard to the distance between the optical fiber and the end-user. The building on the left is the central office; that on the right is one of the buildings served by the central office. Dotted rectangles represent separate living or office spaces within the same building. FromWikipedia, the free encyclopedia (Redirected fromFTTH)
Fiber to the x (FTTx) is a generic termfor any broadband network architecture that uses optical fiber to replace all or part of the usual metal local loop used for last mile telecommunications. The generic termoriginated as a generalization of several configurations of fiber deployment (FTTN, FTTC, FTTB, FTTH...), all starting by FTT but differentiated by the last letter, which is substituted by an x in the generalization. 
Definition of terms

The telecommunications industry differentiates between several distinct configurations. The terms in most widespread use today are:
FTTN - Fiber-to-the-node - this is very similar to FTTC, but the street cabinet is further away from the user's premises; it can be up to several kilometers away.
FTTC - Fiber-to-the-cabinet or fiber-to-the-curb - fiber is terminated in a street cabinet typically closer than 300mof the customer premises, with the final connection being copper.
FTTB - Fiber-to-the-building or Fiber-to-the-basement - fiber reaches the boundary of the building, such as the basement in an multidwelling unit, with the final connection to the individual living space being made via alterative means.
FTTH - Fiber-to-the-home - fiber reaches the boundary of the living space, such as a box on the outside wall of a home.
FTTP - Fiber-to-the premises - this termis used in several contexts: as a blanket termfor both FTTH and FTTB, or where the fiber network includes both homes and small businesses.
To promote consistency, especially when comparing FTTH penetration rates between countries, the three FTTH Councils of Europe, North America and Asia-Pacific have agreed upon definitions for FTTH and FTTB [1]. The FTTH Councils do not have formal definitions for FTTC and FTTN.
It is worth pointing out that fiber-to-the-telecommunications enclosure (FTTE) is not considered to be part of the FTTx group of technologies, despite the similarity in name. FTTE is a formof structured cabling typically used in the enterprise local area network, where fiber is used to link the main computer equipment roomto an enclosure close to the desk or workstation [2]. Similarly, in fiber-to-the-desk a fiber connection is installed fromthe main computer roomto a terminal at the desk.
Benefits of fiber in the access network

Fiber-optic cable can deliver much faster broadband speeds to the end-user than is possible over the existing copper access network. The actual speed depends on the equipment hung on each end of the link, but it could be 10 Mbps, 100 Mbps or even 1 Gbit/s using currently available technologies. Consumers are able to download or upload music, movies and data much faster [3].
Fiber configurations that bring fiber right into the building can offer the highest speeds. Fiber configurations that stop at the street cabinet must use electricalwiring to deliver signals over the last few hundred feet using technology such as VDSL, whose maxiumumspeed is lower and is affected by the distance fromthe street cabinet to the home.
Fiber is often said to be 'future proof' because the speed of the broadband connection depends on the equipment, which can be upgraded, while the fiber in the ground need not be replaced.
FTTx open questions

While fiber as a technology is well defined, there are still many open questions concerning Internet access services that can be provided over optical fiber:
How much bandwidth (in megabits or gigabits) will be available (maximum and worst case)?

What particular level of service is guaranteed? See throttling and net neutrality - almost no providers allow gigabit access to the open Internet for ordinary customers.
What is the guaranteed latency (in milliseconds)? 100 milliseconds is usually considered the slowest that a network can be allowed to get without degradation to voice and other latency-sensitive services (e.g. VoIP, VPN, remote administration and videoconference).
In a power outage, how long will the communications network be able to function? Does the network prioritize power to telephone / G.729, SMS and other low-bandwidth safety-critical uses, or will battery or backup power run down due to TV watching and file sharing? Typical closets can support up to eight hours of battery backup — 72 hours is normally required for resilient community standards. The PSTN network backs up analog telephone for unlimited periods.
Will customer devices be paid for directly or billed as part of the service?

What services can the customer expect to be able to buy fromthe ISP? Fromthird parties without ISP interference?

Fiber to the node

Fiber to the Node (FTTN), also called fiber to the neighborhood or fiber to the cabinet (FTTCab),[4] is a telecommunication architecture based on fiber-optic cables run to a cabinet serving a neighborhood. Customers connect to this cabinet using traditional coaxial cable or twisted pair wiring. The area served by the cabinet is usually less than 1,500 min radius and can contain several hundred customers. (If the cabinet serves an area of less than 300 min radius then the architecture is typically called fiber to the curb.)[5]
Fiber to the node allows delivery of broadband services such as high speed internet. High speed communications protocols such as broadband cable access (typically DOCSIS) or some formof DSL are used between the cabinet and the customers. The data rates vary according to the exact protocol used and according to how close the customer is to the cabinet.
Why the node is usually where fiber stops

Unlike the competing fiber to the building (FTTB) technology, fiber to the node can use the existing coaxial or twisted pair infrastructure — see G.hn — to provide last mile service. For this reason, fiber to the node costs less to deploy, and if BPL technology is used, networking ofAC devices can save energy to pay for the fiber deployment itself. While it also has somewhat lower maximumbandwidth potential than fiber into the building, it is radically less expensive and disruptive, and in practice no fiber to the home provider anywhere in the world can provide more than one gigabit worth of backhaul to individual home subscribers. Thus the case for powerintegrated networking is usually made on the grounds of a hundreds-of-dollars-per-site deployment that pays for itself over time with energy savings, versus several thousands for fiber to the building that cannot justify itselfwith power savings or advanced "smart grid" services to enhance safety/security/resilience.
Fiber to the curb

Fiber to the curb (FTTC) is a telecommunications systembased on fiber-optic cables run to a platformthat serves several customers. Each of these customers has a connection to this platformvia coaxial cable or twisted pair.
Fiber to the curb allows delivery of broadband services such as high speed internet. High speed communications protocols such as broadband cable access (typically DOCSIS) or some formof DSL are used between the cabinet and the customers. The data rates vary according to the exact protocol used and according to how close the customer is to the cabinet.
FTTC is subtly distinct fromFTTN or FTTP (all are versions of Fiber in the Loop). The chief difference is the placement of the cabinet. FTTC will be placed near the "curb"which differs fromFTTN which is placed far from the customer and FTTP which is placed right at the serving location.
Unlike the competing fiber to the premises (FTTP) technology, fiber to the curb can use the existing coaxial or twisted pair infrastructure to provide last mile service. For this reason, fiber to the curb costs less to deploy.
However, it also has lower bandwidth potential than fiber to the premises. In the United States ofAmerica and Canada, the largest deployment of FTTC was carried out by BellSouth Telecommunications. With the acquisition of BellSouth by AT&T, deployment of FTTC will end. Future deployments will be based on either FTTN or FTTP. Existing FTTC plant may be removed and replaced with FTTP.[6]
FTTP network architectures

FTTP is an ambiguous acronymused to refer both to fiber-optic communication delivery in which an optical fiber is run directly onto the customers' premises, and those that stop at the "pole" and are thus more properly FTTN.
All of fiber to the node (FTTN), fiber to the curb (FTTC), or hybrid fiber-coaxial (HFC) depend upon more traditionalmethods such as copper wires or coaxial cable for "last mile" delivery. Increasingly these rely on G.hn which is a flexible IP-based networking standard that also supports broadband over powerline. Advantages of exploiting these existing wires is usually so compelling that fiber optic is almost never deployed beyond the power meter or existing wiring tap(s). Advantages of "home grid" or home automation technology are also compelling insofar as energy savings can almost always pay for any equipment needed in a home.
FTTB (fiber to the building) is a formof fiber optic communication delivery in which the optical signal reaches the private property enclosing the home or business of the subscriber or set of subscribers, but where the optical fiber terminates before reaching the home living space or business office space, with the path extended fromthat point up to the user's space over a physicalmediumother than optical fiber (for example copper loops or power lines).
FTTH (fiber to the home) is a formof fiber optic communication delivery in which the optical signal reaches the end user's living or office space with outlets that require specific fiber optic wiring.
Direct fiber

The simplest optical distribution network can be called direct fiber. In this architecture, each fiber leaving the central office goes to exactly one customer. Such networks can provide excellent bandwidth since each customer gets their own dedicated fiber extending all the way to the central office. However, this approach is about 10% more costly due to the amount of fiber and central office machinery required.[7] The approach is generally favored by new entrants and competitive operators. A benefit of this approach is that it doesn't exclude any layer 2 networking technologies, be they Passive optical network, Active OpticalNetwork, etc. Froma regulatory point of view it leads to least implications as any formof regulatory remedy is still possible using this topology. [8].
Shared fiber

More commonly each fiber leaving the central office is actually shared by many customers. It is not until such a fiber gets relatively close to the customers that it is split into individual customer-specific fibers. There are two competing optical distribution network architectures which achieve this split: active optical networks (AONs) and passive optical networks (PONs).
Active optical network

Active optical networks rely on some sort of electrically powered equipment to distribute the signal, such as a switch, router, or multiplexer. Each signal leaving the central office is directed only to the customer for which it is intended. Incoming signals fromthe customers avoid colliding at the intersection because the powered equipment there provides buffering.
As of 2007, the most common type of active optical networks are called active Ethernet, a type of Ethernet in the first mile (EFM). Active Ethernet uses optical Ethernet switches to distribute the signal, thus incorporating the customers' premises and the central office into one giant switched Ethernet network. Such networks are identical to the Ethernet computer networks used in businesses and academic institutions, except that their purpose is to connect homes and buildings to a central office rather than to connect computers and printers within a campus. Each switching cabinet can handle up to 1,000 customers, although 400-500 is more typical.
This neighborhood equipment performs layer 2/layer 3 switching and routing, offloading full layer 3 routing to the carrier's central office. The IEEE 802.3ah standard enables service providers to deliver up to 100 Mbit/s full-duplex over one single-mode optical fiber to the premises depending on the provider. Speeds of 1Gbit/s are becoming commercially available.
Passive optical network

Passive optical network (PON) is a point-tomultipoint, fiber to the premises network architecture in which unpowered optical splitters are used to enable a single optical fiber to serve multiple premises, typically 32-128. A PON configuration reduces the amount of fiber and central office equipment required compared with point to point architectures.
Downstreamsignal coming fromthe central office is broadcast to each customer premises sharing a fiber.
Encryption is used to prevent eavesdropping. Upstreamsignals are combined using a multiple access protocol, invariably time division multiple access (TDMA).
The OLTs "range" the ONUs in order to provide time slot assignments for upstreamcommunication.
Electrical portion

Once on private property, the signal typically travels the final distance to the end user's equipment using an electrical format.
A device called an optical network terminal (ONT), also called an optical network unit (ONU), converts the optical signal into an electrical signal. (ONT is an ITU-T term, whereas ONU is an IEEE term, but the two terms mean exactly the same thing.) Optical network terminals require electrical power for their operation, so some providers connect themto back-up batteries in case of power outages. Optical network units use thin filmfilter technology to convert between optical and electrical signals.
For fiber to the home and for some forms of fiber to the building, it is common for the building's existing phone systems, local area networks, and cable TV systems to connect directly to the ONT.
If all three systems cannot directly reach the ONT, it is possible to combine signals and transport themover a common medium. Once closer to the end-user, equipment such as a router, modem, and/or network interface module can separate the signals and convert theminto the appropriate protocol. For example, one solution for apartment buildings uses VDSL to combine data (and / or video) with voice. With this approach, the combined signal travels through the building over the existing telephone wiring until it reaches the end-user's living space. Once there, a VDSL modem copies the data and video signals and converts theminto Ethernet protocol. These are then sent over the end user's category 5 cable. A network interface module can then separate out the video signal and convert it into an RF signal that is sent over the end-user's coaxial cable. The voice signal continues to travel over the phone wiring and is sent through DSL filters to remove the video and data signals. An alternative strategy allows data and / or voice to be transmitted over coaxial cable. In yet another strategy, some office buildings dispense with the telephone wiring altogether, instead using voice over Internet Protocol phones that can plug directly into the local area network. 
Cable Internet access
(Redirected fromCable Internet)
In telecommunications, cable Internet access (often called simply cable Internet) is a formof broadband Internetaccess that uses the cable television (CATV) infrastructure. Like digital subscriber lines and Fiber to the premises, cable Internet access provides network edge connectivity (Last mile access) from the Internet service provider to an end user. It is integrated into the cable television infrastructure analogously to DSL which uses the existing telephone network. CATV networks and telecommunications networks are the two predominant forms of residential Internet access. Recently, both have seen increased competition from fiber deployments, wireless, and mobile networks. Hardware and bit rates
Broadband cable Internet access requires a cable modemat the customer's premises and a cable modem termination systemat a cable operator facility, typically a cable television headend. The two are connected via coaxial cable or a Hybrid Fiber Coaxial (HFC) plant. While access networks are sometimes referred to as last-mile technologies, cable Internet systems can typically operate where the distance between the modemand the termination systemis up to 100 miles (160 km). If the HFC network is large, the cable modemtermination system can be grouped into hubs for efficient management.
Downstream, the direction toward the user, bit rates can be as much 400 megabits per second for business connections, and 100Mbit/s for residential service in some countries. Upstreamtraffic, originating at the user, ranges from384Kbit/s to more than 20Mbit/s. One downstreamchannel can handle hundreds of cable modems. As the systemgrows, the cable modemtermination systemcan be upgraded with more downstreamand upstreamports.
Most Data Over Cable Service Interface Specification (DOCSIS) cable modems restrict upload and download rates, with customizable limits. These limits are set in configuration files which are downloaded to the modemusing the Trivial File Transfer Protocol, when the modemfirst establishes a connection to the provider's equipment.[1]
Some users have attempted to override the bandwidth cap and gain access to the full bandwidth of the system (often as much as 30 Mbit/s), by uploading their own configuration file to the cable modem- a process called uncapping. Uncapping is almost always a violation of the Terms of Service agreement. Shared bandwidth
Like all residential broadband technologies, such as DSL, FTTX, Satellite Internet, orWiMAX, a population of users share the available bandwidth. Some technologies share only their core network, while some including Cable Internet and PON also share the access network. This arrangement allows the network operator to take advantage of statistical multiplexing, a bandwidth sharing technique which is employed to distribute bandwidth fairly, in order to provide an adequate level of service at an acceptable price. However, the operator has to monitor usage patterns and scale the network appropriately, to ensure that customers receive adequate service even during peak-usage times. If the network operator does not provide enough bandwidth for a particular neighborhood, the service can become sluggish if many people are using the service at the same time. Some operators, such as VirginMedia in the UK, use a bandwidth cap, or other bandwidth throttling technique. In the case of VirginMedia, the user's download speed is limited during peak times, if they have downloaded a large amount of data that day.[3]
Bundled service offerings

Many CATV Internet access providers offer Internet access without tying it to a cable television subscription. Subscription costs are often discounted when bundled with a cable television subscription. The cable TV signals are often removed by filtering at the line tap outside the customer's premises.
Wireless broadband

Three 45 Mbit/s wireless dishes on top of 307 W. 7th Street Fort Worth TX

(Redirected fromBroadband wireless access)
See also:Mobile broadband

Wireless Broadband is a fairly new technology that provides high-speed wireless internet and data network access over a wide area. 
The term broadband

According to the 802.16-2004 standard, broadband means 'having instantaneous bandwidth greater than around 1 MHz and supporting data rates greater than about 1.5 Mbit/s. This means that Wireless Broadband features speeds

roughly equivalent to wired broadband access, such as that of ADSL or a cable modem.
Abbreviation

The acronym"WiBB" is entering the vernacular as a contraction of "Wireless Broadband", in much the same way as "WiFi" refers to 802.11 or similar wireless networks.
Technology and speeds

FewWireless Internet Service Providers (WISPs) provide download speeds of over 100 Mbit/s; most broadband wireless access services are estimated to have a range of 50 km(30 miles) froma tower.[1] Technologies used include LMDS and MMDS, as well as heavy use of the ISM bands and one particular access technology is being standardized by IEEE 802.16, also known as WiMAX. WiMAX is highly popular in Europe but has not met full acceptance in the United States because cost of deployment does not meet return on investment figures. In 2005 the FederalCommunications Commission adopted a Report and Order that revised the FCC’s rules to open the 3650 MHz band for terrestrialwireless broadband operations.[2]
On November 14, 2007 the Commission released Public Notice DA 07- 4605 in which the Wireless Telecommunications Bureau announced the start date for licensing and registration process for the 3650-3700 MHz band.[3]
Initially, WISPs were only found in rural areas not covered by cable or DSL.[4] These earlyWISPs would employ a high-capacity T-carrier, such as a T1 or DS3 connection, and then broadcast the signal froma high elevation, such as at the top of a water tower. To receive this type of Internet connection, consumers mount a small dish to the roof of their home or office and point it to the transmitter. Line of sight is usually necessary forWISPs operating in the 2.4 and 5 GHz bands with 900 MHz offering better NLOS (non-line-of-sight) performance.
Mobile wireless broadband

Also called Mobile Broadband, wireless broadband technologies include new services fromcompanies such as Verizon, Sprint, and AT&TMobility, which allow a more mobile version of this broadband access. Consumers can purchase a PC card, laptop card, or USB equipment to connect their PC or laptop to the Internet via cell phone towers. This type of connection would be stable in almost any area that could also receive a strong cell phone connection. These connections can cost more for portable convenience as well as having speed limitations in all but urban environments.
Licensing

A wireless connection can be either licensed or unlicensed. In the US, licensed connections use a private spectrum the user has secured rights to fromthe FCC. In other countries, spectrumis licensed fromthe country's national radio communications authority (such as the ACMA in Australia or NCC in Nigeria). Licensing is usually expensive and often reserved for large companies who wish to guarantee private access to spectrumfor use in point to point communication. Because of this, most wireless ISP's use unlicensed spectrumwhich is publicly shared.
Demand for spectrum in U.S.
In the United States, more of the broadcast spectrumwas needed for wireless broadband Internet access, and in March 2009, Massachusetts Senator John Kerry introduced a bill requiring a study of efficient use of the spectrum. Later in the year, the CTIA said 800 MHz needed to be added. David Donovan of The Association for Maximum Service Television said the 2 GHz band, allocated for mobile satellite service, was not even being used after ten years, and switching to this band would be better than asking broadcasters to give up even more. Because of the digital transition, television had lost 100 of its 400 MHz.[5] The NationalAssociation of Broadcasters and the AMST commented to the FCC that the government should make maximumuse of this newly available spectrum and other spectrumalready allocated for wireless before asking for more, while companies that would benefit asked the government to look everywhere possible. A Consumer Electronics Association (CEA) study claimed that $62 billion worth of spectrumcould become $1 trillion for wireless, and one proposalwould require all TV stations, including LPTV, to give up all spectrum, with subsdized multichannel services replacing over-the-air TV, even after viewers spent a great deal of money on the DTV transition.[6][7] Broadcasters responded, "In the broadcasting context, the 'total value' is not a strict financial measure, but rather is one that encompasses the broader public  policy objectives such as universal service, local journalismand public safety."[6] Broadcasters pointed out that the government, viewers and the related industries spent $1.5 billion making sure that a minority of the audience would be ready for the DTV transition. Any change could mean the loss of free TV to people in rural areas, broadcasters said, particularly "local journalism, universal service, availability of educational programming, and timely and reliable provision of emergency information."[6]
Meredith AttwellBaker, the newest Republican FCC commissioner, agreed that properly using the existing spectrumwas important, and part of doing this was using the latest echnology. The wireless industry needed more spectrum, both licensed and unlicensed.[8]
FCC broadband advisor Blair Levin wanted a plan by February 2010. Among the possibilities were restricting over-the-air stations to a single standard definition channel, and requiring each network affiliate to be one of a group of subchannels of a single channel, with HDTV only available froma MVPD. Although other spectrumwas being considered, Levin said of the broadcast spectrum, "It's very attractive for wireless."As for the CEA "total recall" proposal, Levin said, "The discussions to date between the broadcasters and the commission would free up spectrumbut allow all channels to broadcast over the air."[7]
Bob Powers, vice president of government relations for the National Religious Broadcasters, pointed out that the Levin proposal did not provide for religious broadcasters.[9]
Regarding the CEA study's findings, Donovan said to Broadcasting & Cable magazine:
Wireless companies are asking the government to participate in the biggest consumer bait-and-switch in American history. For the last few years, the government told consumers that digital television would bring them free over-the-air HDTV and more channels. Now, after purchasing billions of dollars in new digital equipment and antennas, wireless advocates are asking the government to renege on its promise. Highdefinition programming and more digital channels would become the sole and exclusive province of pay services. The American public simply will not stand for this.[7]
PBS and its stations also opposed the plan, saying they had spent a lot of money on the digital upgrade which they need to earn back, and viewers had contributed expecting the digital broadcasting to continue. They claimed PBS was "efficient and productive, and abundantly serves the public interest."[10] The NationalAssociation of Broadcasters also opposed the idea because the industry spent $15 billion, in addition to giving up spectrum already.[11]
Another proposal was "geo-filtered WiMAX", which would allow HDTV but only in a particular market, with the remainder of the spectrumsold for $60 billion. WiMax would replace the existing services but would make MVPD services cheaper, while still allowing broadcasters to make more money. The additional spectrummade available could then be sold to pay the industry's debt.[7]
An FCC workshop on November 23 produced several ideas. Virginia Tech professor Charles Bostian said sharing should be done, but not in the white spaces;WiFi spectrumshould be used instead. Vint Cerf of Google said cable companies could share some spectrum, which the companies would like to do except they have "must-carry" rules that will not allow this. BBN Technologies chief engineer Chip Elliott called for government-funded broadband to be shared by researchers. Collaboration was the key to advancing the technology, and the word "collaboratories" referred to broadband as "not only the goal of the research, but the vehicle as well. 
WiMAX

WiMAX base station equipment with a sector antenna and wireless modem on top A pre-WiMAX CPE of a 26 km (16 mi) connection mounted 13 metres (43 ft) above the ground (2004, Lithuania).
WiMAX, meaning Worldwide Interoperability for Microwave Access, is a telecommunications technology that provides wireless transmission of data using a variety of transmissionmodes, frompoint-to-multipoint links to portable and fully mobile internet access. The technology provides up to 10 Mbit/s [1] broadband speed without the need for cables. The technology is based on the IEEE 802.16 standard (also called Broadband Wireless Access).
The name "WiMAX" was created by the WiMAX Forum, which was formed in June 2001 to promote conformity and interoperability of the standard. The forumdescribes WiMAX[2] as "a standards-based technology enabling the delivery of last mile wireless broadband access as an alternative to cable and DSL".[3] 
Definitions

The terms "WiMAX", "mobile WiMAX", "802.16d" and "802.16e" are frequently used incorrectly.[4] Correct definitions are the following:
802.16-2004 is often called 802.16d, since that was the working party that developed the standard. It is also frequently referred to as "fixed WiMAX" since it has no support for mobility.
802.16e-2005 is an amendment to 802.16-2004 and is often referred to in shortened formas 802.16e. It

introduced support for mobility, among other things and is therefore also known as "mobileWiMAX".
Uses

The bandwidth and range ofWiMAX make it suitable for the following potential applications:
ConnectingWi-Fi hotspots to the Internet. Providing a wireless alternative to cable and DSL for "last mile" broadband access. Providing data and telecommunications services.
Providing a source of Internet connectivity as part of a business continuity plan. That is, if a business has both a fixed and a wireless Internet connection, especially fromunrelated providers, they are unlikely to be affected by the same service outage.  Providing portable connectivity.
Broadband access

Companies are evaluatingWiMAX for last mile connectivity. The resulting competition may bring lower pricing for both home and business customers or bring broadband access to places where it has been economically unavailable.
WiMAX access was used to assist with communications in Aceh, Indonesia, after the tsunami in December 2004. All communication infrastructure in the area, other than amateur radio, was destroyed, making the survivors unable to communicate with people outside the disaster area and vice versa. WiMAX provided broadband access that helped regenerate communication to and fromAceh.
In addition, WiMAX was donated by IntelCorporation to assist the FCC and FEMA in their communications efforts in the areas affected by Hurricane Katrina.[5] In practice, volunteers used mainly self-healing mesh, VoIP, and a satellite uplink combined withWi-Fi on the local link.[6]
Subscriber units (Client Units)
WiMAX subscriber units are available in both indoor and outdoor versions fromseveralmanufacturers. Self-install indoor units are convenient, but radio losses mean that the subscriber must be significantly closer to the WiMAX base station than with professionally-installed external units. As such, indoor-installed units require a much higher infrastructure investment as well as operational cost (site lease, backhaul, maintenance) due to the high number of base stations required to cover a given area. Indoor units are comparable in size to a cable modem or DSL modem.
Outdoor units are roughly the size of a laptop PC, and their installation is comparable to the installation of a residential satellite dish.
With the potential ofmobile WiMAX, there is an increasing focus on portable units. This includes handsets (similar to cellular smartphones), PC peripherals (PC Cards or USB dongles), and embedded devices in laptops, which are now available forWi-Fi services. In addition, there is much emphasis fromoperators on consumer electronics devices such as Gaming consoles, MP3 players and similar devices. It is notable thatWiMAX is more similar to Wi-Fi than to 3G cellular technologies.
Current certified devices can be found at theWiMAX Forumweb site. This is not a complete list of devices available as certified modules are embedded into laptops, MIDs (Mobile internet devices), and private labeled devices.
Mobile handset applications

Sprint Nextel announced inmid-2006 that it would invest about US$ 5 billion in aWiMAX technology buildout over the next few years[7] ($5.29 billion in real terms[8]). Since that time Sprint has faced many setbacks, that have resulted in steep quarterly losses. OnMay 7, 2008, Sprint, Imagine, Google, Intel, Comcast, Bright House, and Time Warner announced a pooling of an average of 120 MHz of spectrum and merged with Clearwire to form a company which will take the name Clear. The new company hopes to benefit fromcombined services offerings and network resources as a springboard past its competitors. The cable companies will provide media services to other partners while gaining access to the wireless network as a Mobile virtual network operator. Google will contribute Android handset device development and applications and will receive revenue share for advertising and other services they provide. Sprint and Clearwire gain a majority stock ownership in the new venture and ability to access between the new Clear and Sprint 3G networks. Some details remain unclear including how soon and in what form announced multi-mode WiMAX and 3G EV-DO devices will be available. This raises questions that arise for availability of competitive chips that require licensing ofQualcomm's IPR. Some analysts have questioned how the dealwill work out:Although fixed-mobile convergence has been a recognized factor in the industry, prior attempts to formpartnerships among wireless and cable companies have generally failed to lead to significant benefits to the participants. Other analysts point out that as wireless progresses to higher bandwidth, it inevitably competes more directly with cable and DSL, thrusting competitors into bed together. Also, as wireless broadband networks grow denser and usage habits shift, the need for increased backhaul and media service will accelerate, therefore the opportunity to leverage cable assets is expected to increase.
Backhaul/access network applications

WiMAX is a possible replacement candidate for cellular phone technologies such as GSM and CDMA, or can be used as an overlay to increase capacity. It has also been considered as a wireless backhaul technology for 2G, 3G, and 4G networks in both developed and poor nations.[9][10]
InNorth America, backhaul for urban cellular operations is typically provided via one or more copper wire line T1 connections, whereas remote cellular operations are sometimes backhauled via satellite. In most other regions, urban and rural backhaul is usually provided by microwave links. (The exception to this is where the network is operated by an incumbent with ready access to the copper network, in which case T1 lines may be used). WiMAX is a broadband platform and as such has muchmore substantial backhaul bandwidth requirements than legacy cellular applications. Therefore traditional copper wire line backhaul solutions are not appropriate. Consequently the use of wireless microwave backhaul is on the rise inNorth America and existing microwave backhaul links in all regions are being upgraded. [11] Capacities of between 34 Mbit/s and 1 Gbit/s are routinely being deployed with latencies in the order of 1ms. In many cases, operators are aggregating sites using wireless technology and then presenting traffic on to fiber networks where convenient.
DeployingWiMAX in rural areas with limited or no internet backbone will be challenging as additionalmethods and hardware will be required to procure sufficient bandwidth fromthe nearest sources — the difficulty being in proportion to the distance between the end-user and the nearest sufficient internet backbone.
Technical information

WiMAX is a termcoined to describe standard, interoperable implementations of IEEE 802.16 wireless networks, similar to the way the termWi-Fi is used for interoperable implementations of the IEEE 802.11 Wireless LAN standard. However, WiMAX is very different fromWi-Fi in the way it works.
Deployment

As a standard intended to satisfy needs of next-generation data networks (4G), 802.16e is distinguished by its dynamic burst algorithmmodulation adaptive to the physical environment the RF signal travels through. Modulation is chosen to be spectrally more efficient (more bits per OFDM/SOFDMA symbol). That is, when the bursts have a high signal strength and a carrier to noise plus interference ratio (CINR), they can be more easily decoded using digital signal processing (DSP). In contrast, operating in less favorable environments for RF communication, the systemautomatically steps down to a more robust mode (burst profile) which means fewer bits per OFDM/SOFDMA symbol; with the advantage that power per bit is higher and therefore simpler accurate signal processing can be performed.
Burst profiles are used inverse (algorithmically dynamic) to low signal attenuation; meaning throughput between clients and the base station is determined largely by distance. Maximumdistance is achieved by the use of the most robust burst setting; that is, the profile with the largest MAC frame allocation trade-off requiring more symbols (a larger portion of the MAC frame) to be allocated in transmitting a given amount of data than if the client was closer to the base station.
The client's MAC frame and their individual burst profiles are defined as well as the specific time allocation. However, even if this is done automatically then the practical deployment should avoid high interference and multipath environments. The reason for which is obviously that too much interference causes the network function poorly and can also misrepresent the capability of the network.
The systemis complex to deploy as it is necessary to track not only the signal strength and CINR (as in systems like GSM) but also how the available frequencies will be dynamically assigned (resulting in dynamic changes to the available bandwidth.) This could lead to cluttered frequencies with slow response times or lost frames.
As a result the systemhas to be initially designed in consensus with the base station product teamto accurately project frequency use, interference, and general product functionality.  Integration with an IP based Network
The WiMAX Forumhas proposed an architecture that defines how aWiMAX network can be connected with an IP based core network, which is typically chosen by operators that serve as Internet Service Providers (ISP); Nevertheless theWiMAX BS provide seamless integration capabilities with other types of architectures as with packet switched Mobile Networks. The WiMAX forumproposal defines a number of components, plus some of the interconnections (or reference points) between these, labeled R1 to R5 and R8:
SS/MS: the Subscriber Station/Mobile Station

ASN: the Access Service Network[12]
BS: Base station, part of the ASN

ASN-GW: the ASN Gateway, part of the ASN

CSN: the Connectivity Service Network

HA:Home Agent, part of the CSN

AAA: Authentication, Authorization and Accounting Server, part of the CSN

NAP: a Network Access Provider

NSP: a Network Service Provider

It is important to note that the functional architecture can be designed into various hardware configurations rather than fixed configurations. For example, the architecture is flexible enough to allow remote/mobile stations of varying scale and functionality and Base Stations of varying size - e.g. femto, pico, and mini BS as well as macros.
Comparison withWi-Fi

Comparisons and confusion betweenWiMAX and Wi-Fi are frequent because both are related to wireless connectivity and Internet access.
WiMAX is a long range system, covering many kilometers, that uses licensed or unlicensed spectrumto deliver a point-to-point connection to the Internet.
Different 802.16 standards provide different types of access, fromportable (similar to a cordless phone) to fixed (an alternative to wired access, where the end user's wireless termination point is fixed in location.)
Wi-Fi uses unlicensed spectrumto provide access to a network. Wi-Fi is more popular in end user devices.
WiMAX and Wi-Fi have quite different quality of service (QoS) mechanisms.
WiMAX uses a mechanismbased on connections between the base station and the user device. Each connection is based on specific scheduling algorithms.
Wi-Fi has a QoS mechanismsimilar to fixed Ethernet, where packets can receive different priorities based on their tags. For example VoIP traffic may be given priority over web browsing.
Wi-Fi runs on the Media Access Control's CSMA/CA protocol, which is connectionless and contention based, whereasWiMAX runs a connection-oriented MAC.
Both 802.11 and 802.16 define Peer-to-Peer (P2P) and ad hoc networks, where an end user communicates to users or servers on another Local Area Network (LAN) using its access point or base station.
Spectrum allocation issues

The 802.16 specification applies across a wide swath of the RF spectrum, and WiMAX could function on any frequency below 66 GHz,[13] (higher frequencies would decrease the range of a Base Station to a few hundred meters in an urban environment).
There is no uniformglobal licensed spectrumfor WiMAX, although the WiMAX Forumhas published three licensed spectrumprofiles: 2.3 GHz, 2.5 GHz and 3.5 GHz, in an effort to decrease cost: economies of scale dictate that the more WiMAX embedded devices (such as mobile phones andWiMAX-embedded laptops) are produced, the lower the unit cost. (The two highest cost components of producing a mobile phone are the silicon and the extra radio needed for each band.) Similar economy of scale benefits apply to the production of Base Stations.
In the unlicensed band, 5.x GHz is the approved profile. Telecommunication companies are unlikely to use this spectrum widely other than for backhaul, since they do not own and control the spectrum.
In the USA, the biggest segment available is around 2.5 GHz,[14] and is already assigned, primarily to Sprint Nextel and Clearwire. Elsewhere in the world, the most-likely bands used will be the Forumapproved ones, with 2.3 GHz probably beingmost important inAsia. Some countries in Asia like India and Indonesia will use a mix of 2.5 GHz, 3.3 GHz and other frequencies. Pakistan's Wateen Telecom uses 3.5 GHz.
Analog TV bands (700 MHz) may become available forWiMAX usage, but await the complete roll out of digital TV, and there will be other uses suggested for that spectrum. In the USA the FCC auction for this spectrumbegan in January 2008 and, as a result, the biggest share of the spectrum went to VerizonWireless and the next biggest to  AT&T.[15] Both of these companies have stated their intention of supporting LTE, a technology which competes directly withWiMAX. EU commissioner Viviane Reding has suggested re-allocation of 500–800 MHz spectrum for wireless communication, includingWiMAX.[16]
WiMAX profiles define channel size, TDD/FDD and other necessary attributes in order to have inter-operating products. The current fixed profiles are defined for both TDD and FDD profiles. At this point, all of the mobile profiles are TDD only. The fixed profiles have channel sizes of 3.5 MHz, 5 MHz, 7 MHz and 10 MHz. The mobile profiles are 5 MHz, 8.75 MHz and 10 MHz. (Note: the 802.16 standard allows a far wider variety of channels, but only the above subsets are supported asWiMAX profiles.)
Since October 2007, the Radio communication Sector of the International Telecommunication Union (ITU-R) has decided to include WiMAX technology in the IMT-2000 set of standards.[17] This enables spectrumowners (specifically in the 2.5-2.69 GHz band at this stage) to use MobileWiMAX equipment in any country that recognizes the IMT-2000.
Limitations

A commonly-held misconception is that WiMAX will deliver 70 Mbit/s over 50 kilometers (~31 miles). In reality, WiMAX can either operate at higher bitrates or over longer distances but not both: operating at the maximumrange of 50 kmincreases bit error rate and thus results in a much lower bitrate. Conversely, reducing the range (to<1 km) allows a device to operate at higher bitrates. There are no known examples ofWiMAX services being delivered at bit rates over around 40 Mbit/s.
Typically, fixed WiMAX networks have a higher-gain directional antenna installed near the client (customer) which results in greatly increased range and throughput. Mobile WiMAX networks are usually made of indoor "Customerpremises equipment" (CPE) such as desktop modems, laptops with integrated Mobile WiMAX or other Mobile WiMAX devices. Mobile WiMAX devices typically have omnidirectional antennae which are of lower-gain compared to directional antennas but are more portable. In current deployments, the throughput may reach 2 Mbit/s symmetric at 10 kmwith fixed WiMAX and a high gain antenna. It is also important to consider that a throughput of 2 Mbit/s can mean 2 Mbit/s symmetric simultaneously, 1 Mbit/s symmetric or some asymmetric mix (e.g. 0.5 Mbit/s downlink and 1.5 Mbit/s uplink or 1.5 Mbit/s downlink and 0.5 Mbit/s uplink), each of which required slightly different network equipment and configurations. Higher-gain directional antennas can be used with a WiMAX network with range and throughput benefits but the obvious loss of practicalmobility.
Like most wireless systems, available bandwidth is shared between users in a given radio sector, so performance could deteriorate in the case ofmany active users in a single sector. In practice, most users will have a range of 2-3 Mbit/s services and additional radio cards will be added to the base station to increase the number of users that may be served as required.
Because of these limitations, the general consensus is thatWiMAX requires various granular and distributed network architectures to be incorporated within the IEEE 802.16 task groups. This includes wireless mesh, grids, network remote station repeaters which can extend networks and connect to backhaul.
Standards

The current WiMAX incarnation, Mobile WiMAX, is based upon IEEE Std 802.16e-2005,[18] approved in December 2005. It is a supplement to the IEEE Std 802.16-2004,[19] and so the actual standard is 802.16-2004 as amended by 802.16e-2005 — the specifications need to be read together to understand them. 
IEEE Std 802.16-2004 addresses only fixed systems. It replaced IEEE Standards 802.16-2001, 802.16c-2002, and 802.16a-2003.
IEEE 802.16e-2005 improves upon IEEE 802.16-2004 by:
Adding support for mobility (soft and hard handover between base stations). This is seen as one of the most important aspects of 802.16e-2005, and is the very basis of 'Mobile WiMAX'. Scaling of the Fast Fourier transform(FFT) to the channel bandwidth in order to keep the carrier spacing constant across different channel bandwidths (typically 1.25 MHz, 5 MHz, 10 MHz or 20 MHz). Constant carrier spacing results in a higher spectrumefficiency in wide channels, and a cost reduction in narrow channels. Also known as Scalable OFDMA (SOFDMA). Other bands not multiples of 1.25 MHz are defined in the standard, but because the allowed FFT subcarrier numbers are only 128, 512, 1024 and 2048, other frequency bands will not have exactly the same carrier spacing, which might not be optimal for implementations. Advanced antenna diversity schemes, and hybrid automatic repeat-request (HARQ) Adaptive Antenna Systems (AAS) and MIMO technology Denser sub-channelization, thereby improving indoor penetration Introducing Turbo Coding and Low-Density ParityCheck (LDPC) Introducing downlink sub-channelization, allowing administrators to trade coverage for capacity or vice versa Fast Fourier transformalgorithm Adding an extra QoS class for VoIP applications.
802.16d vendors point out that fixed WiMAX offers the benefit of available commercial products and

implementations optimized for fixed access. It is a popular standard among alternative service providers and operators in developing areas due to its low cost of deployment and advanced performance in a fixed environment.
Fixed WiMAX is also seen as a potential standard for backhaul ofwireless base stations such as cellular, orWi-Fi.
SOFDMA (used in 802.16e-2005) and OFDM256 (802.16d) are not compatible thus equipment will have to be replaced if an operator is to move to the later standard. Intel provides a dual-mode 802.16-2004 802.16-2005

chipset[20] for subscriber units which can be used in the production of dual-mode CPE's for network operators which have an existing OFDM256 investment.
Conformance testing

TTCN-3 test specification language is used for the purposes of specifying conformance tests forWiMAX implementations. TheWiMAX test suite is being developed by a Specialist Task Force at ETSI (STF 252).[21]
Associations

WiMAX Forum

The WiMAX Forumis a non profit organization formed to promote the adoption ofWiMAX compatible products and services.[22]
A major role for the organization is to certify the interoperability ofWiMAX products.[23] Those that pass conformance and interoperability testing achieve the "WiMAX ForumCertified" designation, and can display this mark on their products and marketing materials. Some vendors claimthat their equipment is "WiMAX-ready", "WiMAX-compliant", or "pre-WiMAX", if they are not officiallyWiMAX ForumCertified.
Another role of theWiMAX Forum is to promote the spread of knowledge aboutWiMAX. In order to do so, it has a certified training program that is currently offered in English and French. It also offers a series ofmember events and endorses some industry events.
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